【別添】

■サービス内容

・統合管理サービス

セキュリティに関する情報は統合的に簡単に各端末の・設定・監視・管理をします。

・ウィルス対策

高性能高精度の検知技術でウィルスやワーム※1を検出、除去します。

・スパイウェア※２対策

コンピュータ内にある情報や操作情報等の個人情報を、許可無しに第三者に送信するスパイウェアを検出・除去します。

・メールとWebのウィルス対策

電子メールやWebを介したウィルス、ワーム、スパイウェア、トロイの木馬の侵入をリアルタイムに阻止します。

・アプリケーション制御

ファイル共有ソフトなどの許可されていないアプリケーションの実行を制御します。

・ブラウザ保護

ウィルス配布サイトへのフィッシングなど、脅威が存在するサイトへのアクセスを止める予防的な制御機能です

・スパムメール対策

スパムメールやフィッシングメールをフィルタにかけます。フィルタリングルールの変更ができるので、受信したいメールだけを受信できます。

・ルートキット検知

ルートキットによって隠ぺいされた脅威を検出し除去します。

・ディープガード

サンドボックス機能を含む「ディープガード」テクノロジーにより、パターンファイル配信前の未知のウィルスによる攻撃をブロックします。

・ソフトウェアアップデータ

OSやサードパーティ製アプリケーションの修正のパッチや適用状況を管理・適用させることで、エクスプロイト（脆弱性を悪用した攻撃）から保護することが可能になります。

※1独立したプログラムであり、自身を複製して他のシステムに拡張するマルウェアである

※２ユーザーに関する情報を収集し、それを情報収集者である特定の企業・団体・個人等に自動的に送信するソフトウェア